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Chapter 5: User Management and Certifications

This Chapter provides information for managing DRGR user accounts, including associating users, certifying
users, requesting new users, and managing existing users contained in the Administration module.

This Chapter describes actions for Grantee Users and HUD Users, and is divided into subsections. The
following actions are covered in this Chapter:

Grantee Users

Menu Option Subsection Action
4 Associate Users to Grants Bl Assign Grantees users to access certain Grants
& Certify Grantee Users Cc1 Recertify Grantee Users every six months
=&+ Reguest Mew Users El Request DRGR user accounts for the first time
‘& Manage Existing Users E2 Modify existing DRGR user accounts
J. Upload User Requests -- See Chapter 34: Data Uploads
HUD Users
Menu Option Subsection(s) Action(s)
2 Recertify Grantee Admin Users every six months
& Certify Grantee Admin Users ES Manage  User  Requests for  Grantee
Administrators
C2 Recertify Grantee Users every six months
=& Certify Grantee Users
ES Manage User Requests for Grantee Users
& Certify HUD Office Users C3 Recertify HUD Users every six months
&+ Reguest Mew Users E3 Request DRGR user accounts for the first time
‘& Manage Existing Users E4 Modify existing DRGR user accounts
X, Upload User Requests - See Chapter 34: Data Uploads
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A. Administration Module Access

The Administration module contains all user management functions.

Al. Grantee | User Access

User Role: Grantee User Menu Option: Administration Module

Purpose: Allow Grantee Users to access User Management actions.

™ Complete the following steps to access the Administration Module:

1 Inthe DRGR System, select the Administration module, or icon, located in  the
navigation menu.

B-11-DN-13-0001 A - 5- - G- - &-

2 This opens the dropdown menu items for the Administration module. The System displays the
relevant menu items based on user type and user roles.

Administration
USER MANAGEMENT MAMNAGE GRANTEES UTILITIES
& Associate Users to Grants © Add Responsible Organizations X Upload
= Certify Grantee Users Q, Search Responsible Organizations ® FAQs
=+ Request Mew Users X Upload Responsible Organizations ® Manage FAQs
im+ Manage Existing Users
X Upload User Reguests
A2.HUD | User Access
User Role: HUD User Menu Option: Administration Module

Purpose: Allow HUD Users to access User Management actions.

o Complete the following steps to access the Administration Module:

1 Inthe DRGR System, select the Administration module, or icon, located in  the
navigation menu.

e e
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User Role: HUD User Menu Option: Administration Module

2 This opens the dropdown menu items for the Administration module. The System displays the
relevant menu items based on user type and user roles.

Administration

USER MANAGEMENT MANAGE GRANTEES UTILITIES
& Certify Grantee Admin Users Q, Search Grantees X, Upload
&+ Certify Grantee Users Q, Search/View Responsible Organizations @ FAQs

Certify HUD Office Users

b

b

Request New Users
& Manage Existing Users
@ Review Staff Types
&, Upload User Requests

X, Upload Staff Data

B. Associate Grantee Users to Grants
hi . I h dmini dd TIP! Refer to DRGR Data
This action allows the Grantee administrator to add or remove Grantee Analytics Report Ad4 to view

users’ access to Grants within the Grantee’s portfolio. This step is existing Grantee User access
necessary for all Grantee users to work on Action Plans, QPRs, etc. for EEREETNES

one or more Grants. *NOTE: User must have the admin role for this
function.

B1. Grantee | Associate Grantee Users to Grants

User Role: Grantee Administrator Menu Option: ¢* Associate Users to Grants

Purpose: Allow Grantee Users to access one or more Grants.

o Complete the following steps to Associate or De-Associate Users to Grants:

1 Navigate to the Administration module, locate the User Management menu, select the <Associate
Users to Grant> link. See step Al above. A page will load showing a list of available Grants. In the
“Grant Number” column, select the desired <Grant Number> to which users will be associated or
from which users will be de-associated.

Grant Number | Grant Status
B-08-MN-36-0103 . Active
B-09-LN-NY-0007 . Active
B-11-MN-36-0103 . Active
B-13-M5-36-0001 Active
B-13-M5-36-0002 | Active
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User Role: Grantee Administrator Menu Option: ¢&* Associate Users to Grants

2 To assign a Grantee User, follow the steps below:
a. Choose the user to be assigned by selecting the user’s name in the “Available Users” box.

b. To assign a name to a Grant, select <Assign>. The users name will slide over to the
“Authorized Users” box.

c. Select <Save>. The action is complete, and the user is associated to the Grant and will be
able to access functions available to the user’s role within the Grant.

To de-associate a user from a Grant, follow the steps in reverse order by highlighting the name in
the “Authorized User” box, selecting the <Remove> link so that the name slides to the “Available
Users” box, and selecting <Save>. The action is complete, and the user is de-associated from the
Grant.

Assign and Remove Users

‘ Save ‘ | ‘ Cancel |

Grant Number: B-11-DN-13-0001

Authorized Users: Available Users:

SORIANO, ALICIA - TO18GR Shelly, Crystall - C22813

Shaw, Robert - C22834 Truitt, Pam - C15515 A
Adams, Sally Green - TO17GR — Lewis, Michell - C99483

Bernhardt, Cindi - C22814 ‘ << Assign ‘ Misner, Glen - TO17GA

Lowmon, Tommy - B67398 Robinson, Steed Morales - C27185

Dunn, Simonne - B67715 ) Erdmann, Jen - TO18GA

Tremblay, Kathleen - B68510 ‘ Remove >> ‘ Moo Dapa  Rseon

I Jackson, Lorean - B60338 l a
arter, RIMbery - 61283

Mrus, Sally - B66364

‘Save‘ gé C

3 To unassign a user, select the desired user from the “Authorized Users” dialogue box and select
<Remove>. Select <Save> for changes to take effect.

The remainder of this page is intentionally left blank.
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C. Certify and Activate Users

In addition to the initial certification, a recertification process occurs
every six (6) months (January 1 and July 1), requiring every DRGR user to
be recertified by a higher-level user. If a DRGR user’s certification expires,
they will be unable to login until the recertification process is completed.

TIP! Refer to DRGR Data
Analytics Report A42 to view

existing Grantee User
Certification status.

Thirty (30) days prior to January 1 and July 1, users will receive a pop-up
message every time they login to the DRGR System until their account is
recertified. If a user is not recertified within 30 days, their account will become “Inactive,” and the user will
remain unable to login to the DRGR System. The user’s account can easily be reactivated by the Grantee
Administrator using the recertification process.

The following figure shows the hierarchy of recertification. The HUD Superuser represents the highest level
of recertification. Each user in the figure must be recertified by the user to the left.

Hierarchy of User Certification

HUD Field
Office
Manager

HUD HUD CPD Grantee

Representative Adminstrator CEmER e

Superuser

C1. Grantee | Certify and Activate Grantee Users

User Role: Grantee Administrator Menu Option: & Certify Grantee Users

Purpose: Allow Grantee Administrators to Certify Grantee Users. The following shows the hierarchy of
user certifications:

HUD Field Office
\ERELE

HUD CPD
Representative

Grantee

Adminstrator Arsizzaliey

HUD Superuser

i Complete the following steps to (Re)certify and/or (In)Activate Grantee Users:

1 Navigate to the Administration module, locate the User Management menu, select the <Certify
Grantee Users> link. See step Al above. The “Certify Grantee Users” page will load.

2 To recertify a Grantee User, follow the steps below:

a. Choose the user to be assigned by selecting the user’s name in the “Users with Expiring
Certifications” box.

b. Select <Certify>. The users name will slide over to the “Certified Users” box.

c. Select <Save Changes>. The action is complete, and the user is recertified and will be able to
access functions available to the user’s role within the Grant.
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User Role: Grantee Administrator Menu Option: & Certify Grantee Users

ADMIN
Certify Grantee Users

Certified Users: Users with Expiring Certifications:
GA-Adams,Sally Green-T0O17GR - Georgia- EEEE—— GA-Jackson,Lorean-B60338 - Georgia-
GA-Bernhardt, Cindi-C22814 - Georgia- ‘ <<Certify = L
GA-Carter,Kimberly-B65849148346148346 - Georgia- I GA-Mrus,Sally-B66364 - Georgia- I a
GA-Dunn,Simonne-B67715 - Georgia- -
GA-Gaillard,Crystal-B69152 - Georgia- ‘ Decertify>>

GA-Lowmon, Tommy-B67398 - Georgia-
GA-SORIANO,ALICIA-TO18GR - Georgia-
GA-Shelly,Crystall-C22813 - Georgia-
GA-Tremblay,Kathleen-B68510 - Georgia-
SC-Test,John-test01 - Georgia-

‘ Save Changes ‘ Cancel ‘ Inactivate User

‘ Activate User

Users inactivated due to Expired Certifications:

GA-Mulkey,Nicholas-TMP_32490 - Georgia-
GA-Mykytyn,Dana-B55502 - Georgia-
GA-Robinson,Morrell S.-B00422 - Georgia-
GA-Raobinson,Steed Morales-C27185 - Georgia-
GA-Rush, Tivice-TMP_33070 - Georgia-
GA-Truitt,Pam-C15515 - Georgia-

3 Toreactivate a Grantee User or perform the initial certification for a new user, select the desired
user from the “Users inactivated due to Expired Certifications” box and select <Activate User>. The
selected user will move to “Users with Expiring Certifications,” then follow the steps above in 1 for
recertifying expired users.

4 To decertify or deactivate a Grantee User, complete steps 1 or 2 in reverse. Select <Save Changes>
for changes to take effect.

The remainder of this page is intentionally left blank.
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C2. HUD | Certify and Activate Grantee Administrators

User Role: CPD Representative Menu Option: & Certify Grantee Admin Users

Purpose: Allow CPD Representatives to Certify Grantee Administrators. The following shows the
hierarchy of user certifications:

HUD Field Office
Manager

HUD CPD
Representative

Grantee

HUD Superuser Adminstrator

} Grantee User

U Complete the following steps to (Re)certify and/or (In)Activate Grantee Administrators:

1 Navigate to the Administration module, locate the User Management menu, select the <Certify
Grantee Admin Users> link. See step A2 above. The “Certify Grantee Admin Users” page will load.

2 To recertify a Grantee User, follow the steps below:

a. Choose the user to be assigned by selecting the user’s name in the “Users with Expiring
Certifications” box.

b. Select <Certify>. The users name will slide over to the “Certified Users” box.

c. Select <Save Changes>. The action is complete, and the user is recertified and will be able to
access functions available to the user’s role within the Grant.

ADMIN
Certify Grantee Users

Certified Users: Users with Expiring Certifications:
GA-Adams,Sally Green-T0O17GR - Georgia- [ GA-Jackson,Lorean-B60338 - Georgia-
GA-Bernhardt, Cindi-C22814 - Georgia- ‘ <<Certify il -
GA-Carter,Kimberly-B65849148346148346 - Georgia- I GA-Mrus,Sally-B66364 - Georgia- I a
GA-Dunn,Simonne-B67715 - Georgia- -
GA-Gaillard,Crystal-B69152 - Georgia- ‘ Decertify>>

GA-Lowmon, Tommy-B67398 - Georgia-
GA-SORIANO,ALICIA-TO18GR - Georgia-
GA-Shelly,Crystall-C22813 - Georgia-
GA-Tremblay,Kathleen-B68510 - Georgia-
SC-Test,John-test01 - Georgia-

‘ Save Changes ‘ Cancel ‘ Inactivate User

‘ Activate User

Users inactivated due to Expired Certifications:

GA-Mulkey,Nicholas-TMP_32490 - Georgia-
GA-Mykytyn,Dana-B55502 - Georgia-
GA-Robinson,Morrell S.-B00422 - Georgia-
GA-Raobinson,Steed Morales-C27185 - Georgia-
GA-Rush, Tivice-TMP_33070 - Georgia-
GA-Truitt,Pam-C15515 - Georgia-

3 To reactivate a Grantee Administrator or perform the initial certification for a new user, select the
desired user from the “Users inactivated due to Expired Certifications” and select <Activate User>,
the selected user will be relocated to the “Users with Expiring Certifications,” box then follow the
steps above in Step 1 for recertifying expired users.
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User Role: CPD Representative Menu Option: & Certify Grantee Admin Users

4 To decertify or deactivate a Grantee User, complete Steps 1 or 2 in reverse. Select <Save Changes>
for changes to take effect.

C3. HUD | Certify and Activate HUD Office Users

User Role: Field Office Manager Menu Option: & Certify HUD Office Users

Purpose: Allow Field Office Managers to Certify HUD Office Users (e.g., CPD Representatives). The following
shows the hierarchy of user certifications:

HUD Superuser Grantee User

HUD Field Office HUD CPD } Grantee

Manager Representative Adminstrator

v Complete the following steps i (In)Activate HUD Office U

1 Navigate to the Administration module, locate the User Management menu, select the <Certify HUD
Office Users> link. See step A2 above. The “Certify HUD Office Users” page will load.

2 To recertify a HUD Officer User, follow the steps below:

a. Choose the user to be assigned by selecting the user’s name in the “Users with Expiring
Certifications” box.

b. Select <Certify>. The users name will slide over to the “Certified Users” box.

c. Select <Save Changes>. The action is complete, and the user is recertified and will be able to
access functions available to the user’s role within the Grant.

ADMIN
Certify Hud Office Users

Certified Users: Users with Expiring Certifications:

AL-Richardson,George-H51448-HUD HEADQUARTERS CA-Aboy,Marcelino-H15511-HUD HEADQUARTERS
DC-Alpha,Jennifer-TOO9FO-HUD HEADQUARTERS o) ‘ <<Certify SorSedeial

DC-Antoine, Atiba-T048FO-HUD HEADQUARTERS CA-Boris,Matt-H09514-HUD HEADQUARTERS a
DC-Bowser,Nikki-TO16FO-HUD HEADQUARTERS ) = n - =

DC-Boyd,Braden-T047FO-HUD HEADQUARTERS ‘ Decertify>> CA-Cushing,Michelle-H52944-HUD HEADQUARTERS
DC-Campbell,Richard-T017FO-HUD HEADQUARTERS CA-Darnell Ethel-H52761-HUD HEADQUARTERS
DC-Castle,James-T043FO-HUD HEADQUARTERS CA-Druar,Brian-H47065-HUD HEADQUARTERS
DC-Dennison,Paul-TO04FO-HUD HEADQUARTERS CA-Duoblys,Jake-H50101-HUD HEADQUARTERS
DC-Doherty,Nanci-T011FO-HUD HEADQUARTERS v CA-Gravely, Thomas-H49506-HUD HEADQUARTERS v
DC-Frey,Benjamin-T0O31FO-HUD HEADQUARTERS CA-Hendrix,Dana-H09853-HUD HEADQUARTERS

‘ Save Changes ‘ Cancel ‘ Inactivate User
‘ Activate User

Users inactivated due to Expired Certifications:

AZ-Swoboda,Holly-H19576-HUD HEADQUARTERS
CA-Gilbert,Kevin-H18642-HUD HEADQUARTERS &
DC-Abasiekong,Donna-B50095-HUD HEADQUARTERS
DC-Adams,Kim-H07114-HUD HEADQUARTERS
DC-Akber,Noureen-C64190-HUD HEADQUARTERS
DC-Allen,Hugh-H04966-HUD HEADQUARTERS
DC-Armes,Geoffrey-H52650-HUD HEADQUARTERS
DC-Ayers,Benjamin-H17174-HUD HEADQUARTERS
DC-Baietti,Joseph-H50042-HUD HEADQUARTERS v
NC-Ranks.Vashawn-H44872-HUD HFADOLUARTFRS

3 To reactivate a HUD Office User or perform the initial certification for a new user, select the desired
user from the “Users inactivated due to Expired Certifications” box and select <Activate User>, the
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User Role: Field Office Manager Menu Option: & Certify HUD Office Users

selected user will be relocated to “Users with Expiring Certifications,” box then follow the steps above
in Step 1 for recertifying expired users.

4 Todecertify or deactivate a HUD Office User, complete Steps 1 or 2 in reverse. Select <Save Changes>
for changes to take effect.

D. Summary of User Accounts and Profiles

D1.DRGR User Accounts versus Profiles

Every DRGR user must have a user account and one or more user profiles. In most instances, the terms
“User Account” and “User Profile” are used interchangeably since most users have only one user profile
associated with their user account.

e A User Account grants access to the DRGR System.
e A User Profile grants access to a portfolio of Grants within in the DRGR System.

e For Grantee Users, the User Profile is associated with a Grantee Profile. For HUD Users, the User
Profile is associated with a HUD Field Office.

e User Accounts can have one or more User Profiles, but most User Accounts have only one User
Profile since most Grantee staff only work for a single Grantee.

e Each User Profile gives the user certain access, roles, and privileges.

D2. Grantee User Account Management Workflow

Grantee user accounts are managed entirely within the DRGR System:

e Grantee Users and HUD Users with the “User Profile Request” role can request to add a new user
or modify an existing user.

e All user requests must be reviewed and approved by the HUD Field Office (either the CPD
Representative or Field Office Manager) and the HUD DRGR Administrator.

e Automated status emails will be generated and sent to affected Grantee and HUD users
throughout the request and approval process.

The remainder of this page is intentionally left blank.
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Grantee User Account Workflow

Grantee User
with User Profile
Request Role
Initiates Request
in DRGR under Approves/
"Request New
User" link

HUD DRGR Admin Grantee
Administrator

certifies new
Activates Request Grantee User

HUD CPD Grantee User User logsinto
Representative receives User 1D DRGRand
or other HUD and Temproary establishes
User reviews Password new password.
and approves

request

Note: HUD users self-submitted and Grantee Administrator/Regular User update requests go directly to the
HUD DRGR Administrator for activation.
D3.HUD User Account Management Workflow

HUD user accounts are processed through DIAMS at https://diams.hud.gov. HUD users should speak with
their supervisor to request access to the DRGR System.

D4.Summary of User Roles

User roles grant certain privileges and access to DRGR users. User roles TIP! Refer to DRGR Data
are managed at the User Profile Level. The following depicts the user RaUENYEERUE @ TR RY
roles available to Grantee and HUD users and a brief description of each. existing User Roles.

Grantee and HUD User Roles

HUD Profile:
HUD Offi HUD P View | HQ Super | Approve User Profile | Update | Office of )
lce rogram Only | Admin | User | Drawdown | Request FAQ Inspector General | Active
v o|o|o| o o m| o m|

Add HUD Profile
Grantee Profile:

View | Grantee | Request Approve Submit | Submit Staff User Update Submit
Grantee Agency . q PP Action Performance Contractor | Profile P Voucher Active

Only | Admin | Drawdown | Drawdown Rate AQ Docs to

Plan Reports Request
HUD
& o| o O o ] ] o ] o | o O O

Add Grantee Profile
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Role

User Profile Type

Description

Grantee Admin

Grantee

Enables associate and recertify Grantee users

User Profile Request

Grantee and HUD

Enables user management

Request Drawdown

Grantee

Enables manage obligation and create voucher

Approve Drawdown

Grantee and HUD

Enables manage obligation and approve voucher

Submit Voucher Doc to HUD Grantee Enables submit voucher line item documents

Submit Action Plan Grantee Enables submit action plan or submit TA work plans

Submit Performance Reports | Grantee Enables submit QPR

Staff Rate Grantee Enables submission of staff rates and associate TA
staff to rates; enables view of rates on work plans

Manage TA Assignments HUD Enables create and issue TA assignments

Contractor Grantee Not in use and not covered in this manual

View Only Grantee and HUD | Enables view only (no edit) privileges

Update FAQ Grantee and HUD | Enables ability to edit FAQs

HQ Admin HUD Enables HQ user management

Super User HUD Enables Superuser privileges

Office of Inspector General HUD Enables unique view only (no edit) privileges

The remainder of this page is intentionally left blank.
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Grantee User Roles and Privileges

This chart shows the functions associated with each user role. It is a helpful guide to determined what
user roles may be needed for an individual’s job functions.

Basic Roles Additional Roles
e
c c
W
z s|g| |&|=|3
£ Slg|E|§|< R
E|l 5 E |l 2| & G| 2| w
- 1 a E (=] | == !
a|s|5|a|2|alo|z|E| 2|8
alo | eo|lg| 2 5|8 o< =
vlwla|ld|(3| 25| &&=
i = B
E|lE|E|l=|=s|=e|=|E|E|E
elEe| @l T & g clala a|lw
Maodule Function/Capability G| @@ g | = 2 :7‘, 3, 3, E
Certify Grantee Users X
Assign Users to Grant X
Add/Edit/Deactivate Users X
Administration View Responsible Orgnizations XX | X
Add/Edit Responsible Organizations | X [ X
View/Submit TA Staff Rates X
Associate TA Staff to Rates X
View Action Plans X | X | X
Add/Edit Action Plans X | X
Submit Action Plans XX
Grant Management: - - -
\ View Action Plan Review Tools K| X | X
Action Plan - -
View/Edit Rates on TA Workplans X|X|X
View TA Workplans XXX
View TA'A Warkplans [ x x| x | x
View OFRs XX | X
i X | X
Grant Management: QPR Edit C}PRS
Submit QPRs X
View OPR Review Tools XX
View Obligations XX
Update Obligations X)X
View Drawdowns XX | X NOTE: Grantees
Create/Revise Drawdowns X must have at
T X least two DRGR
Submit Voucher Documents X Users with
View Receipts Xl x| x “Drawdown
Financial Create/Edit Receipts XX Roles”: one to
View Pl Accounts X% | X create the
Create/Edit PI Accounts X| X voucher, and
Block Project Drawdowns X)X another to
Block Activity Drawdowns XX approve the
Edit Rates on TA Invoices voucher.
View TA Invoices X | X | X
Submit TA Invoices X | X
View Flags XX | X
- Manage Flags XX
Compliance - ——
View Monitoring/TA Events K|l X | X
Add/Edit Monitoring/TA Events ¥ | X
Reports View MicroStrategy Reports XXX
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HUD User Roles and Privileges

Basic Roles

Additional Roles

Module

Function/Capability

HQ Admin

HQ Viewr Only
HQ OIG User

HUD User

Draw Threshold Review

Drawd own Approver

Request User Account

Voucher Documents
Add/fEdit FAQ

HUD FO Manager

CPD Representative

Staff Rate Approver

Administration

Certify HUD FO Managers

Add HUD FO Managers and Users

Certify HUD Field Office Users

=

Certify Grantee Administrators

=

Add/Edit/Deactivate Users

Manage Appropriations

View Appropriations

Manage Grants/Grantees

View Grants/Grantees

Add/Edit FAQs

View TA Staff Rates

Approve TA 5taff Rates

Associate TA Staff to Rates

Action Plan

View Action Plans

Review Action Plans

Grant Management:

View Action Plan Review Tools

View/Add Rates on TA Workplans

View TA Workplans

Approve TA Workplans

QPR

View QPR

Grant Management:

Review QPR

View OPR Review Tools

Financial

View Obligations

View Drawdowns

Approve Vouchers over Threshold

Manage Voucher Documents

View Receipts

View Program Income Accounts

Block Grant Obligations

Block Grant Drawdowns

Block Project Drawdowns

Block Activity Drawdowns

View Rates on TA Invoices

View TA Invoices

Compliance

View Flags

View Monitoring/TA Events

Reports

:-:xxxxxxxxxxxxxxxxxxxxxxxx:xKKKKKHHHXKSUPErUSEr

Pl e e
-

T B sl s
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E. Managing Grantee User Accounts

E1l. Grantee | Request New User

User Role: Grantee User Profile Request Menu Option: &+ Request New Users

Purpose: Allow Grantee Users with the User Profile Request role to Request New Grantee Users.

v Complete the following steps to request a new user be added to the DRGR System:

1  Navigate to the Administration module, locate the User Management menu, select the <Request New
User> link. See step Al above. The “Request New User” page will load.

2 On the “Request New User” page, respond to the question “Does staff already have a HUD username in
IDIS/DRGR” and then enter search criteria.

Use the <Search> button to determine if the new user has existing User ID in IDIS or DRGR.
ADMIN
R ser

Iy
@IDIs ODRGR ONo/Unknown/Unatle to find

Please search for and select staff user below:
Search Criteria

Username Name:

HUD Office: State/ Territory:

* NOTE: Be sure to search both IDIS and DRGR before selecting the No/ Unknown/ Unable to
find” option.

3 Toselect an existing user in IDIS or DRGR, select the radio button next to the user and select <Continue to
Next Page>.

Manage Existing Users
* Does staff already have a HUD username in IDIS/DRGR? (e.g. C*****, B, H**+x¥)

OIDIs ®DRGR ONo/Unknown/Unable to find
Search Criteria
Username: Name:
doolittle

HUD Office: State/Territory: Grantee Name:

2 Record(s) Displaying 1 through 2

Select Username Name Status HUD Office Grantee Name
o TO38GR Janelle Doolittle Active Rural Community Assistance Corporation
TO38GR Janelle Doolittle Active RCB-Rural Community Assistance Corp

lReques( Edn] | [Request Deactivation l | l Manage Subscriptions
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User Role: Grantee User Profile Request Menu Option: &+ Request New Users

If the search results include no data, select either the “No/Unknown/Unable to find” radio button or select
<Continue to Next Page>.

© Unable to search for IDIS users at this time. Please try again later or select 'No/Unknown/Unable to find' to proceed.

* Does staff already have a HUD username in IDIS/DRGR? (€.g. C****%, B******, H***+)
@iDIS ODRGR ONo/Unknown/Unable to find

Please search for and select staff user below:
Search Criteria

Username: Name:
doolittle
HUD Office: State/Territory: Grantee Name:

Continue to Next Page

4 Onthe “Request New User” page, complete the following steps to populate information on new
users:

a. Enter required fields labeled with an (*) asterisk, if not populated. If the new request is
for a person who has an account in IDIS or DRGR, information is populated.

b. Select the desired user roles.

c. Select <Submit>.

ADMIN
Request New User E

*First Name: Titles

*Last Mames

Organization:

“Email: Phone Number:  Ext:

Address 1:

Address 2

“PIN (five digits used in initial password):

Address 3: “PIN (ra-enter):

= Zip Code:

*Select Grantee User Profile

Grantee Profile:

Subreit
antes - e Request | Approve | Submit ate | contractor| 5= Profile [ Update | submit voucner
Grantas Ageney Only | Advin | Drsurdown | Drawdown | Action Plan Rate | Contractor

Reports Request FAQ | pocs to HUD Active|
Georgialv] a o a a o a a a a a a a b
=

5 The DRGR System will send the request to the appropriate HUD Users for review and an
automated email to the affected Grantee and HUD users.

DRGR User Manual Version 3.0 — August 2021 Page 15




N

%
“ay

Chapter 5: User Management and Certifications | Administration Module

E2. Grantee | Manage Existing User

User Role: Grantee User Profile Request Menu Option: :% Manage Existing Users

Purpose: Allow Grantee Users with the User Profile Request role to edit/deactivate existing user profiles.

v Complete the following steps to edit or deactivate existing User Profiles:

1  Navigate to the Administration module, locate the User Management menu, select the <Manage
Existing Users> link. See step Al above. The “Manage Existing Users” page will load.

2 To modify information for existing users, follow the steps below:
a. Entersearch criteria.
b. Select <Search>.
c. Search results will return. Select user using the radio buttons under the Select column.

d. Choose to the <Request Deactivation> or <Request Edit> options.

ADMIN

Manage Existing Users

Search Criteria

Username: Name: <# a

HUD Office: State/Territory: Grantee Name:

M

[«

—

[ search I Reset <'Ell b
6697 Record(s) Displaying 1 thr

First Prev 12345678910 Next Last

Username . Name Status HUD Office Grantee Name

B00760 “Bill" F. W Mandeville Active Washington
C16009 A. LEILANI JENSEN Inactive Idaho
Aaron Farnon Inactive Modesto, CA
Aaron Farnon Inactive Stanislaus County, CA
C Aaron Moser Active Evanston, IL
Aaron Raobinette Active Milwaukee, W1
Aaron Sorrell Inactive Dayton, OH
HONGSU Aaron Taylor Active rogeo

B00633 Abble Conlee Active Hesperia, CA

858820 Abby MeClean Active Texas - GLO
I [Request[mt | | ‘ Request Dea(ﬂvﬂ(mnl | | Manage Subscriptions l d

3  Ifrequesting deactivation, select the radio button next to the desired user (see Step 1c) and select
<Request Deactivation> (see Step 1d). The following page will load. Select <Submit Deactivation
Request> to complete the process.
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ADMIN
Request User Deactivation

Submit Deactivation Request | ||| Cancel

First Name:

Aaron

Last Name:

Moser

sunilrekhi@hud.gov

Username:

91252

4 If requesting an edit to an existing user profile, select the radio button next to the desired user
(see Step 1c) and select <Request Edit> (see Step 1d). The following page will load. Complete the
desired edits select <Submit>.

ADMIN
Request User Edits

“First Name: User Name:

W worsa
Aaethame: o
Marce
mai o—
snasaanisgor
Adress 1 e —
A e
Adress3:
e
+ zp cosn:
- stotes
wilv]

*Select Grantee User Profile
NOTE: You can edit existing profile or if authorized then you can add only one new profile. If you add new profile then changes to selected existing profile will be ignored.

Grantee Profile:

washingnl] | 101859 v | @ “ v “ " @

5  After completing Step 2 or 3, the DRGR System will send the request to the appropriate HUD
Users for review and an automated email to the affected Grantee and HUD users.
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E3. HUD | Request New User

User Role: HUD User Profile Request Menu Option: &+ Request New Users

Purpose: Allow HUD Users (e.g., CPD Representatives) with the User Profile Request role to Request New Grantee
Users.

i Complete the following steps to request a new user be added to the DRGR System:

1 Navigate to the Administration module, locate the User Management menu, select the <Request New
User> link. See step A2 above. The “Request New User” page will load.

2 On the “Request New User” page, respond to the question “Does staff already have a HUD username in
IDIS/DRGR” and then enter search criteria.

Use the <Search> button to determine if the new user has existing User ID in IDIS or DRGR. Be sure to
search both IDIS and DRGR before selecting the “No/Unknown/Unable to find” option.

* e el ey b g S0 e sy i O3 OR Y . T BT ETTTT
- . B

[ g=e Bk’ | mr i [=F d gt

3 To select an existing user in IDIS or DRGR, select the radio button next to the user and select <Continue to
Next Page>.

Manage Existing Users
* Does staff already have a HUD username in IDIS/DRGR? (e.g. C***, B**xe*, Hrerex)

OIDIS @DRGR ONo/Unknown/Unable to find
Search Criteria
Username: Name:

doolittle

HUD Office: State/ Territory: Grantee Name:

2 Record(s) Displaying t through 2

Select Username Name Status HUD Office: Grantee Name
T038GR Janelle Doolittle Active Rural Community Assistance Corporation
TO38GR Janelle Doolittle Active RCB-Rural Community Assistance Corp

[ Request Edn] | [ Request Deactivation l | [ Manage Subscriptions

If the search results include no data, select either the “No/Unknown/Unable to find” radio button or select
<Continue to Next Page>.
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User Role: HUD User Profile Request Menu Option: &+ Request New Users

Username:

HUD Office:

JDRGR (

 Unable to search for IDIS users at this time. Please try again later or select "No/Unknown/Unable to find’ to proceed.
taff already have a HUD username in IDIS/DRGR? (e.g. C****, B******, H****¥)
ONo/Unknown/Unable to find

Please search for and select staff user below:
Search Criteria

Name:

doolittle

State/Territory: Grantee Name:

Continue to Next Page

a.

ADMIN

Request New User

a

4 Onthe “Request New User” page, complete the following steps to populate information on new users:

Enter required fields labeled with an (*) asterisk, if not populated. If the new request is for a
person who has an account in IDIS or DRGR, information is populated.

Select the desired user roles.

Select <Submit>.

“Last Names

“Emait

Address 1:

Address 2

Address :

* zip Code:

Titles

Organization:

*PIN (fve digits used in initial password):

PIN (re-enter):

Grantee Profile:

*Select Grantee User Profile

_— p— Request | Apprave

submit ate | contractor| 55" Prorie [ Update | submit voucner
Only | Adrin | Dravedown | Drawdown | Action Plan Rate | Contractor

Georgily]

Add Gramise Proflle

et Request  |FAQ | boca to HuD
o| o o o o o o o o o o o <# b

email to

5 The DRGR System will send the request to the appropriate HUD Users for review and an automated

the affected Grantee and HUD users.
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E4. HUD | Manage Existing User

User Role: HUD User Profile Request Menu Option: :& Manage Existing Users

Purpose: Allow HUD Users (e.g., CPD Representatives) with the User Profile Request role to
edit/deactivate existing user profiles.

i Complete the following steps to edit or deactivate existing User Profiles:

1 Navigate to the Administration module, locate the User Management menu, select the <Manage
Existing Users> link. See step A2 above. The “Manage New Users” page will load.

2 To modify information for existing users, follow the steps below:

e. Enter search criteria.

f. Select <Search>.
g. Search results will return. Select user using the radio buttons under the “Select” column.
h. Choose to the <Request Deactivation> or <Request Edit> options.

ADMIN

Manage Existing Users

Search Criteria
Username; Name:
qz

HUD Office: State/Territory: Grantee Name:

M

[«

—

wil <o b
6697 Record(s) Displaying 1 thr

First Prev 12345678910 Next Last

Select Username Name Status. HUD Office Grantee Name

B0OO760 "BIlI" F. W Mandeville Active Washington
C16009 A. LEILANI JENSEN Inactive Idaho
Aaron Farnon Inactive Modesta, CA
Aaron Farnon Inactive Stanislaus County, CA
C Aaron Moser Active Evanston, IL
Aaron Robinette Active Milwaukee, W1
Aaron Sorrell Inactive Dayton, OH
HONGSU Aaron Taylor Active rogco
BO0633 Abble Conlee Active Hesperla, CA
B58820 Abby McClean Active Texas - GLO
I [ Request Edit ‘ | ‘ Request Deactivation ‘ | | Manage Subscriptions l d

3 Ifrequesting deactivation, select the radio button next to the desired user (see Steplc) and select
<Request Deactivation> (see Step 1d). The following page will load. Select <Submit Deactivation
Request> to complete the process.
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User Role: HUD User Profile Request Menu Option: :& Manage Existing Users
ADMIN

Request User Deactivation

Submit Deactivation Request 1 [ Cancel 1

First Name:

Aaron

Last Name:

Moser

sunil.rekhi@hud.gov

Username:

91252

4 If requesting an edit to an existing user profile, select the radio button next to the desired user
(see Step 1c) and select <Request Edit> (see Step 1d). The following page will load. Complete the
desired edits and select <Submit>.

ADMIN
Request User Edits

User Name:

B00760

st Hame: T
W
“cmai fr—
smrasensgor
Adcress —
Aates =
Adaress:
i
+zip e
- sotes
iy

*Select Grantee User Profile
NOTE: You can edit existing profile or if authorized then you can add only one new profile. f you add new profile then changes to selected existing profile will be ignored.

Grantee Profile:

rantee Agency

Washingronl¥] | 101659 v | ® P @ w " “

5 After completing Step 2 or 3, the DRGR System will send the request directly to the HUD DRGR
Admin for final approval/activation.
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E5. HUD | Approve User Request

User Role: HUD User Profile Request Menu Option: & Certify Grantee Users

& Certify Grantee Admin Users

Purpose: Allow HUD Users (e.g., CPD Representatives) with the User Profile Request role to review and
approve or reject Grantee user profile requests. Note: There is a different page for approving user
requests for Grantee Users versus Grantee Administrators.

v Complete the following steps to review and approve or reject user profile requests:

Select <Certify Grantee Users> or <Certify Grantee Admin Users> from the Administration
menu on the Navigation Bar to load the correct page and review the user profile request (See
Section A2, Step 2). The ability to review and approve/reject new user requests (Step 2), edits to
existing user profiles (Step 3), or deactivation of existing user profiles (Step 4) appear at the bottom
of either page.

2 To view, approve, or reject a new user request, select the desired user profile and then select
<Approve New User>, <View Requested User>, or <Reject New User>.

| =~ aApprove New User | View Requested User || Raject Mew Usar

Regquested Mevw Users:

3 To view, approve, or reject an edit user request, select the desired user profile and then select
<Approve Request Change>, <View Requested User>, or <Reject Request Change>.

~*hpprowe Reguest Change View Requested Lisar Feject Reguest Change

Reguested User Changes:

l GaA-Chrigtisn Arthur-C11591 - Fulten County. GA- l
Gi-Corley, LaSandra

Ga-Cummings, Christina-867 7 1
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User Role: HUD User Profile Request Menu Option: ~ & Certify Grantee Users
& Certify Grantee Admin Users

4  To view, approve, or reject a user deactivation, select the desired user profile and then select
<Deactivate User>, <View Requested User>, or <Reject Deactivate>.

[ =~ Daacthvate Lser View Requested User | Rejedt Deactivate | I

Regusested Lser Deactivatisn:

|| Ga-FAMBRO, ERYC
Gl-FRAMEKLIM, MO

5 After completing Step 2, 3, or 4, the DRGR System will send the request to the HUD DRGR
Administrator for review and an automated email to the affected Grantee and HUD users.

E6. HUD | HQ User Request Approvals

The final step is for the HUD DRGR Administrator to approve the user profile request. Once approved, the
DRGR System will send an automated email to affected Grantee and HUD users to notify the process is

complete.

The remainder of this page is intentionally left blank.
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	Action
	Subsection
	Menu Option
	Assign Grantees users to access certain Grants
	C1

	B1
	Recertify Grantee Users every six months
	E1

	Request DRGR user accounts for the first time
	E2

	Modify existing DRGR user accounts
	--

	See Chapter 34: Data Uploads
	Menu Option
	Subsection(s)
	Action(s)
	C2
	E5

	Recertify Grantee Admin Users every six months
	Manage User Requests for Grantee Administrators
	C2
	E5

	Recertify Grantee Users every six months
	Manage User Requests for Grantee Users
	C3

	Recertify HUD Users every six months
	E3 

	Request DRGR user accounts for the first time
	E4

	Modify existing DRGR user accounts
	--

	See Chapter 34: Data Uploads
	Menu Option: Administration Module
	User Role: Grantee User
	Purpose: Allow Grantee Users to access User Management actions.
	Complete the following steps to access the Administration Module:
	In the DRGR System, select the Administration module, or icon, located in the navigation menu. 
	1
	This opens the dropdown menu items for the Administration module. The System displays the relevant menu items based on user type and user roles.
	2
	Menu Option: Administration Module
	User Role: HUD User
	Purpose: Allow HUD Users to access User Management actions.
	Complete the following steps to access the Administration Module:
	1
	 In the DRGR System, select the Administration module, or icon, located in the navigation menu. 
	This opens the dropdown menu items for the Administration module. The System displays the relevant menu items based on user type and user roles.
	2
	/
	TIP! Refer to DRGR Data Analytics Report A44 to view existing Grantee User access to grants.
	Menu Option: 
	User Role: Grantee Administrator
	Purpose: Allow Grantee Users to access one or more Grants.
	Complete the following steps to Associate or De-Associate Users to Grants:
	Navigate to the Administration module, locate the User Management menu, select the <Associate Users to Grant> link. See step A1 above. A page will load showing a list of available Grants. In the “Grant Number” column, select the desired <Grant Number> to which users will be associated or from which users will be de-associated. 
	1
	/
	To assign a Grantee User, follow the steps below: 
	2
	 /
	To unassign a user, select the desired user from the “Authorized Users” dialogue box and select <Remove>. Select <Save> for changes to take effect.  
	3
	Menu Option: 
	User Role: Grantee Administrator
	Purpose: Allow Grantee Administrators to Certify Grantee Users. The following shows the hierarchy of user certifications:
	Complete the following steps to (Re)certify and/or (In)Activate Grantee Users:
	Navigate to the Administration module, locate the User Management menu, select the <Certify Grantee Users> link. See step A1 above. The “Certify Grantee Users” page will load.
	1
	To recertify a Grantee User, follow the steps below: 
	2
	To reactivate a Grantee User or perform the initial certification for a new user, select the desired user from the “Users inactivated due to Expired Certifications” box and select <Activate User>. The selected user will move to “Users with Expiring Certifications,” then follow the steps above in 1 for recertifying expired users. 
	3
	To decertify or deactivate a Grantee User, complete steps 1 or 2 in reverse. Select <Save Changes> for changes to take effect.
	4
	Menu Option: 
	User Role: CPD Representative
	Purpose: Allow CPD Representatives to Certify Grantee Administrators. The following shows the hierarchy of user certifications:
	Complete the following steps to (Re)certify and/or (In)Activate Grantee Administrators:
	Navigate to the Administration module, locate the User Management menu, select the <Certify Grantee Admin Users> link. See step A2 above. The “Certify Grantee Admin Users” page will load. 
	1
	To recertify a Grantee User, follow the steps below: 
	2
	To reactivate a Grantee Administrator or perform the initial certification for a new user, select the desired user from the “Users inactivated due to Expired Certifications” and select <Activate User>, the selected user will be relocated to the “Users with Expiring Certifications,” box then follow the steps above in Step 1 for recertifying expired users.  
	3
	To decertify or deactivate a Grantee User, complete Steps 1 or 2 in reverse. Select <Save Changes> for changes to take effect.
	4
	Menu Option: 
	User Role: Field Office Manager
	Purpose: Allow Field Office Managers to Certify HUD Office Users (e.g., CPD Representatives). The following shows the hierarchy of user certifications:
	Complete the following steps to (Re)certify and/or (In)Activate HUD Office Users:
	Navigate to the Administration module, locate the User Management menu, select the <Certify HUD Office Users> link. See step A2 above. The “Certify HUD Office Users” page will load.
	1
	To recertify a HUD Officer User, follow the steps below: 
	2
	To reactivate a HUD Office User or perform the initial certification for a new user, select the desired user from the “Users inactivated due to Expired Certifications” box and select <Activate User>, the selected user will be relocated to “Users with Expiring Certifications,” box then follow the steps above in Step 1 for recertifying expired users. 
	3
	To decertify or deactivate a HUD Office User, complete Steps 1 or 2 in reverse. Select <Save Changes> for changes to take effect.
	Role
	User Profile Type
	Description

	4
	Enables associate and recertify Grantee users
	Grantee
	Grantee Admin
	Enables user management
	Grantee and HUD
	User Profile Request 
	Enables manage obligation and create voucher
	Grantee
	Request Drawdown
	Enables manage obligation and approve voucher
	Grantee and HUD
	Approve Drawdown
	Enables submit voucher line item documents
	Grantee
	Submit Voucher Doc to HUD
	Enables submit action plan or submit TA work plans
	Grantee
	Submit Action Plan 
	Enables submit QPR
	Grantee
	Submit Performance Reports
	Enables submission of staff rates and associate TA staff to rates; enables view of rates on work plans
	Grantee
	Staff Rate
	Enables create and issue TA assignments
	HUD
	Manage TA Assignments
	Not in use and not covered in this manual
	Grantee
	Contractor
	Enables view only (no edit) privileges
	Grantee and HUD
	View Only
	Enables ability to edit FAQs
	Grantee and HUD
	Update FAQ
	Enables HQ user management
	HUD
	HQ Admin
	Enables Superuser privileges
	HUD
	Super User
	Enables unique view only (no edit) privileges
	HUD
	Office of Inspector General
	Menu Option: 
	User Role: Grantee User Profile Request
	Purpose: Allow Grantee Users with the User Profile Request role to Request New Grantee Users.
	Complete the following steps to request a new user be added to the DRGR System:
	Navigate to the Administration module, locate the User Management menu, select the <Request New User> link. See step A1 above. The “Request New User” page will load.
	1
	On the “Request New User” page, respond to the question “Does staff already have a HUD username in IDIS/DRGR” and then enter search criteria. 
	2
	Use the <Search> button to determine if the new user has existing User ID in IDIS or DRGR. / 
	To select an existing user in IDIS or DRGR, select the radio button next to the user and select <Continue to Next Page>.
	3
	If the search results include no data, select either the “No/Unknown/Unable to find” radio button or select <Continue to Next Page>.
	On the “Request New User” page, complete the following steps to populate information on new users: 
	4
	a. Enter required fields labeled with an (*) asterisk, if not populated. If the new request is for a person who has an account in IDIS or DRGR, information is populated.
	b. Select the desired user roles.
	Select <Submit>. 
	/
	The DRGR System will send the request to the appropriate HUD Users for review and an automated email to the affected Grantee and HUD users.
	5
	Menu Option: 
	User Role: Grantee User Profile Request
	Purpose:  Allow Grantee Users with the User Profile Request role to edit/deactivate existing user profiles.
	Complete the following steps to edit or deactivate existing User Profiles:
	Navigate to the Administration module, locate the User Management menu, select the <Manage Existing Users> link. See step A1 above. The “Manage Existing Users” page will load.
	1
	To modify information for existing users, follow the steps below: 
	2
	a. Enter search criteria.
	b. Select <Search>. 
	c. Search results will return. Select user using the radio buttons under the Select column.
	d. Choose to the <Request Deactivation> or <Request Edit> options.  
	If requesting deactivation, select the radio button next to the desired user (see Step 1c) and select <Request Deactivation> (see Step 1d). The following page will load. Select <Submit Deactivation Request> to complete the process.
	3
	If requesting an edit to an existing user profile, select the radio button next to the desired user (see Step 1c) and select <Request Edit> (see Step 1d). The following page will load. Complete the desired edits select <Submit>.
	4
	/
	After completing Step 2 or 3, the DRGR System will send the request to the appropriate HUD Users for review and an automated email to the affected Grantee and HUD users.
	5
	Menu Option: 
	User Role: HUD User Profile Request
	Purpose:  Allow HUD Users (e.g., CPD Representatives) with the User Profile Request role to Request New Grantee Users.
	Complete the following steps to request a new user be added to the DRGR System:
	Navigate to the Administration module, locate the User Management menu, select the <Request New User> link. See step A2 above. The “Request New User” page will load.
	1
	On the “Request New User” page, respond to the question “Does staff already have a HUD username in IDIS/DRGR” and then enter search criteria. 
	2
	Use the <Search> button to determine if the new user has existing User ID in IDIS or DRGR. Be sure to search both IDIS and DRGR before selecting the “No/Unknown/Unable to find” option.
	To select an existing user in IDIS or DRGR, select the radio button next to the user and select <Continue to Next Page>.
	3
	If the search results include no data, select either the “No/Unknown/Unable to find” radio button or select <Continue to Next Page>.
	On the “Request New User” page, complete the following steps to populate information on new users: 
	4
	a. Enter required fields labeled with an (*) asterisk, if not populated. If the new request is for a person who has an account in IDIS or DRGR, information is populated.
	b. Select the desired user roles.
	Select <Submit>. 
	/
	The DRGR System will send the request to the appropriate HUD Users for review and an automated email to the affected Grantee and HUD users.
	5
	Menu Option: 
	User Role: HUD User Profile Request
	Purpose: Allow HUD Users (e.g., CPD Representatives) with the User Profile Request role to edit/deactivate existing user profiles.
	Complete the following steps to edit or deactivate existing User Profiles:
	Navigate to the Administration module, locate the User Management menu, select the <Manage Existing Users> link. See step A2 above. The “Manage New Users” page will load.
	1
	To modify information for existing users, follow the steps below: 
	2
	e. Enter search criteria.
	f. Select <Search>. 
	g. Search results will return. Select user using the radio buttons under the “Select” column.
	h. Choose to the <Request Deactivation> or <Request Edit> options.  
	If requesting deactivation, select the radio button next to the desired user (see Step1c) and select <Request Deactivation> (see Step 1d). The following page will load. Select <Submit Deactivation Request> to complete the process.
	3
	If requesting an edit to an existing user profile, select the radio button next to the desired user (see Step 1c) and select <Request Edit> (see Step 1d). The following page will load. Complete the desired edits and select <Submit>.
	4
	/
	After completing Step 2 or 3, the DRGR System will send the request directly to the HUD DRGR Admin for final approval/activation. 
	5
	Menu Option: 
	User Role: HUD User Profile Request
	Purpose: Allow HUD Users (e.g., CPD Representatives) with the User Profile Request role to review and approve or reject Grantee user profile requests. Note: There is a different page for approving user requests for Grantee Users versus Grantee Administrators.
	Complete the following steps to review and approve or reject user profile requests:
	1
	Select <Certify Grantee Users> or <Certify Grantee Admin Users> from the Administration / menu on the Navigation Bar to load the correct page and review the user profile request (See Section A2, Step 2). The ability to review and approve/reject new user requests (Step 2), edits to existing user profiles (Step 3), or deactivation of existing user profiles (Step 4) appear at the bottom of either page.
	To view, approve, or reject a new user request, select the desired user profile and then select <Approve New User>, <View Requested User>, or <Reject New User>.
	2
	To view, approve, or reject an edit user request, select the desired user profile and then select <Approve Request Change>, <View Requested User>, or <Reject Request Change>.
	3
	To view, approve, or reject a user deactivation, select the desired user profile and then select <Deactivate User>, <View Requested User>, or <Reject Deactivate>.
	4
	After completing Step 2, 3, or 4, the DRGR System will send the request to the HUD DRGR Administrator for review and an automated email to the affected Grantee and HUD users. 
	5



